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Bitcoin is one of the first decentralized, peer to peer, payment systems based on the Proof-of-Work
consensus algorithm. The network suffers from a scalability issue due to several limitations such
as the restriction imposed on the blocks’ size. For this reason, several approaches have been pro-
posed, among which the so-called “Layer 2 solutions”, where a layer of channels is built on top of
a blockchain. This allows users to send transactions through these channels, without broadcasting
them on the blockchain, increasing the number of transactions per second that can be managed. One
of the main examples of this last approach is the Lightning Network: in this paper we propose to
represent this network and to query its properties by means of Logic Programming, in order to study
its evolution over time.

1 Motivations and Model

Bitcoin [3] is one of the most famous decentralized payment system based on a blockchain. The algo-
rithm used to append block to the blockchain, Proof of Work (POW) for Bitcoin, ensures that blocks,
once discovered, cannot be easily tampered with. However, it also represents one of the main bottle-
necks since only few transactions per second can be supported in the network. Currently, one of the main
approaches to increase Bitcoin capacity is represented by the so-called “Layer 2 solutions”. This type
of systems creates a layer of channels on top of a blockchain. With these channels, users can overcome
some blockchain limitations by issuing off-chain transactions. One of the most famous systems is the
Lightning Network (LN) [4]. Here, we encode the Lightning Network by means of Logic Programming,
since it has been proved effective in several Bitcoin scenarios [1, 2]. The use of Prolog both as the rep-
resentation language of the Lightning Network and as the query language allows us to easily analyse its
characteristics requiring a minimal effort in the code implementation.

The Lightning Network can be represented as a graph G=(V,E) where V is the set of vertices (nodes)
and E is the set of edges (payment channels). The degree of a node is defined as the number of edges
incident to the node. A path of length n between two nodes va,vb ∈V is a sequence of payment channels
e1, . . . ,en ∈ E such that e1 = (x1,x2), e2 = (x2,x3), . . . , en = (xn−1,xn) where x1 = va and xn = vb. The
distance between two nodes is defined as the shortest path that connects those nodes. The capacity of an
edge is defined as the maximum payment that can be routed through it. One of the problem of routing
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in LN is that the capacity of a channel between two nodes is known but the distribution of the capacity
in each direction is unknown, since it is a feature introduced to increase the security of the system: this
makes routing a complicated task, since several attempts may be required to send a payment.

We represent a channel of capacity Amount between two nodes Source and Dest with a Prolog
fact of the form edge(Source,Dest,Amount). The channels in the network are also character-
ized by other values (i.e., fee base and fee rate), but we ignore them since they are not needed in our
experiments. Theoretically, the amount locked in a channel is split between the two connected nodes,
so a payment channel should be represented by two directed edges. However, the amount distribution
is unknown, so we suppose that nodes are connected by only one undirected edge. The Prolog repre-
sentation of this situation, between a source node a and a destination node b, is given by a single fact
edge(a,b,8). The whole network is a set of ground facts edge/3.

Starting from the dataset related to [6], we trace the LN evolution along the months of February,
March and April 2020 and how its properties and connections vary over time, through a series of ex-
periments. We analyze the structure of the network in terms of node degree distribution: the majority
of the nodes of the network (more than 65% for all three datasets) has degree between 1 and 5. Then,
we compute how the total network capacity varies by removing the edges with the top capacity values
and the nodes with the highest associated degree. The goal of this experiment is to show how much the
capacity of the network is centralized in the hands of few. By removing the edges, the network capacity
substantially reduces after 50 removals. Instead, removing the top 100 nodes decreases the total network
capacity approximately by 90%. We analyse the rebalancing operation (i.e., a node sends a payment
to itself) and, as expected, as the node degree increases, the maximum rebalancing amount increases
as well. Finally, we compute the number of paths of length 2 and 3 among equal degree nodes, with
the degree varying between 1 and 10. We focus on short paths since, in practice, the average length of
the shortest path is 2.8 [7]. Moreover, longer paths also imply higher fees to pay. We discover that the
number of paths drops after the 3rd or 4th degree for all networks in both cases. As a future work, we
plan to extend our analysis using Probabilistic Logic Programming [5].
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